
Testing of Stuck-Open
Faults in Nanometer
Technologies
Victor Champac and Julio Vázquez Hernández

Instituto Nacional de Astrofı́sica, Óptica y Electrónica
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h OPENS HAVE BECOME an important defect

mechanism in modern technologies [1], [2] as

open defects are an important contributor of test

escapes [1]. Also, the introduction of copper and

the damascene process have lead to a higher open

defect density in copper than those found in

aluminum [3].

Open defects in CMOS circuits may have differ-

ent circuit defect behavioral forms [2]. Opens as a

result of a narrow crack can present electron tun-

neling, and ICs have been known to function cor-

rectly in the hundreds of megahertz region. Opens

in a single transistor gate may compromise noise

margin, speed of operation, and quiescent power

supply current, but the circuit will function. Inter-

connect opens is another important

type of opens as the circuit may present

malfunction, increased delay, and in-

creased IDDQ. Opens in memory cells

may present different responses. Opens

in one of the parallel paths of a CMOS

transmission gate will degrade signal

voltages and will also slow the re-

sponse rate [2], [4]. An open defect

type of significant concern is called the

CMOS stuck-open fault (SOF). SOFs are difficult to

test because they require at least a two-vector

sequence. Some studies have revealed that an

important number of defective chips exhibit ‘‘se-

quence dependent, yet timing independent’’ (SDTI)

failures [5], [6]. These types of failures are usually

detected by tests that target transition delay faults

(TDFs). In a study conducted on volume pro-

duction of an industrial circuit [6], 75% of the

defective chips failing TDF tests, but passing exhaus-

tive stuck-at testing, were SDTI failures. Such failures

are symptomatic of SOFs. In [5], defective chips ex-

hibiting SDTI failures were analyzed and diagnosed

as SOFs. Hence, it is important to improve the

detection of SOFs.

The SOF failure mode was known and discussed

in the 1980s by the test community [7]. Wadsack [7]

is one of the most heavily referenced papers in IC

testing. In 1989 [8], Soden et al. found 125 papers in

that decade about this peculiarity. However, during

the 1990s, the literature on the SOF model almost
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ceased. New research on SOFs can be found from as

far back as 2000, and some interesting papers have

appeared in [4] and [9]–[12].

Unfortunately, test detection of this defect is

made by chance: either from a lucky sequence of

vectors in a functional, stuck-at fault, or delay fault

voltage-based test set, or by chance in an IDDQ test.

Failure analysis can experience seemingly contra-

dictory measurements making the analysis frustrat-

ing. The presence of SOFs may make some transition

faults invalid [12].

This paper shows how ICs implemented in tech-

nologies having low-signal-node capacitance that

interact with transistor leakage currents can alter

classic SOF behavior, which presents an even more

complex detection challenge. The results show that

leakage currents in SOF output nodes introduce

more variables that further complicate detection.

Results also show that normal IC noise may intro-

duce a noisy output response that may or may not

be correct.

First, the article presents the electronic proper-

ties of the classic SOF. Second, it presents the main

leakage components in FinFET technology. Third, it

investigates the influence of the SOF behavior and

test on the leakage mechanisms. Fourth, it proposes

new test methodologies to improve the robustness

of detection of SOF in the presence of leakage cur-

rents. Fifth, it shows the influence of temperature,

process variations and high-k dielectrics in SOF be-

havior. Finally, it presents the conclusions.

Electronic properties of the
Stuck-Open Fault (SOF)

The SOF appears in combinational logic gates,

particularly when a clear open circuit lies in the

drain or source interconnect of parallel transistors.

Figure 1 shows a 2-NAND gate accompanied by a

truth table response for a good logic gate (C), and a

defective logic gate ðC�Þ that has an open circuit

defect in the source of pMOS transistor PB. For the

AB ¼ 00 state, both n-channel pull-down transistors

are off, and the good pMOS transistor (PA) pulls the

output to a correct logic value. The same result oc-

curs for the AB ¼ 01 vector. The bad pMOS transistor

(PB) is off, so it doesn’t affect the correct result. The

third vector, AB ¼ 10 is the interesting one, since the

good pMOSFET (PA) is off and the bad pMOSFET

(PB) is turned on, but cannot supply current to

output node C. The pull down path through the two

n-channel transistors is blocked, so Node-C floats in

a high impedance state (high-Z) retaining the volt-

age of the previous state. Due to this property, the

SOF is sometimes referred to as the CMOS memory

fault. The previous high logic state was stored in the

load capacitance CL and at nominal tester clock

rates the logic gate for vector AB ¼ 10 reads a cor-

rect value of C ¼ C� ¼ 1 in the sequence. The fourth

test vector, AB ¼ 11, pulls the output node C to the

correct logic-0 state.

The defective gate performs correctly for a binary

up count. In fact, transistor PB could be removed

with the same result. However, the defective gate is

sensitive to a particular sequence of test vectors. The

table in Figure 1 shows that for the last two vectors

the sequence ABC ¼ 110 leads to an error for the

next logic state ABC ¼ 100�.

SOF detection requires a specific two-vector pair

that examines each transistor in the logic gate for an

open defect in its drain and/or source. Older tech-

nologies had larger load capacitances and minimal

transistor leakage, so that high-Z drift time constants

were on the order of seconds [8].

Main leakage mechanisms in
FinFET devices

This work is based on an intrinsic body symme-

tric device with (near midgap) metal gates MGDG.

Double gate (DG) FET, particularly quasi-planar

FinFET, has emerged as a feasible technology to

continue scaling down to technologies with a few

Figure 1. A CMOS stuck-open defect in a 2NAND gate
with good and bad truth table response.
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tens of nanometers. Figure 2a shows the physical

structure of the FinFET device. Two parallel de-

vices are shown. The different geometry parameters

are: Tsi : fin width, L: transistor channel length, Hfin:

fin height, tox: gate oxide thickness, and Pfin: fin

pitch.

The main leakage mechanism for the FinFET

MGDG are (Figure 2b):

Subthreshold current
This leakage is a current between the drain

and source terminals when the transistor gate

voltage decreases below V th. The subthreshold

current is [13]

IDS ¼
2Hfin

Leff
�0CgV

2
t � exp

VGS � Vth

S � Vt

� �

� 1� exp
�VDS

Vt

� �� �
(1)

where Cg is the effective gate capacitance, Vt is

the thermal voltage, and S is the subthreshold

swing factor.

Gate-to-channel leakage current
This leakage is a current flowing into the gate of

the transistor, and is due to Conduction Band Elec-

tron Tunneling (CBET) from the inverted channel in

the ON state [14]. A quantum well is created in DG

devices due to band bending close to the silicon-

oxide interface. The tunneling current density is

given by [15]

Jðj;iÞ ¼ Qðj;iÞ � TWKBðj;iÞ � TRðj;iÞ � fðj;iÞ (2)

where Jðj;iÞ is the tunneling current density due

to the charge Qðj;iÞ confined in the energy levels

Eðj;iÞ:TWKBðj;iÞ:TRðj;iÞ is the transmission probability

from the ðj; iÞth state and fðj;iÞ is the impact frequency

of the electron. The total gate-to-channel tunneling

current ðIgcÞ is

Igc ¼ LeffHfin

X
j

X
i

Jðj;iÞ

 !
: (3)

The gate to channel leakage current is divided

between the source ðIgcsÞ and the drain ðIgcdÞ.

Edge direct tunneling
Edge direct tunneling (EDT) is present between

the source/drain overlapping regions and the gate.

This leakage is due to CBET for nMOS transistors

and VBHT (Valence Band Hole Tunneling) for

pMOS transistors. To determine the tunneling cur-

rent of an MGDG transistor in the ON state, the elec-

tric field through the oxide is calculated [13], [16].

Once the electric field Eox is known, the charge

available producing the edge direct tunneling in the

ON state can be estimated. The equations to esti-

mate the EDT current density for MGDG FinFET in

the OFF state are given in [13].

SOF with leakage currents
The influence of leakage currents on the test of

open defects was investigated in [17]–[20]. The

slow transient response of circuits in older technol-

ogies contrasts with nm technologies. The small

nanometer technology node capacitances (aF) and

the increased transistor leakage mechanisms inter-

act and produce nanoseconds drift times. The

leakage scaling influence onSOF behavior is ana-

lyzed based on FinFET technology.

The results may also be applied to other CMOS

technologies with low node capacitance interacting

with transistor leakage currents [21], [22]. Sub-

Figure 2. FinFET structure and its main leakage
mechanisms. (a) FinFET structure. (b) Main leakage
mechanisms for a FinFET MGDG.
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threshold leakage have become one dominant

source of leakage in nanoscale bulk CMOS technol-

ogies [21]. Due to technology scaling, the transistor

threshold voltage needs to be significantly scaled to

maintain a high drive current and achieve perfor-

mance improvement. In addition, the gate leakage is

another important source of leakage [21]. This is

because the reduction of gate oxide thickness re-

sults in an increase in the field across the oxide. SOI

CMOS technologies may also exhibits important

leakage currents [22].

In order to simulate circuits based in FinFET

technology the equations modeling the transistor,

given in the previous section, were implemented

using Maple [23], and the obtained transistor char-

acteristics were implemented in Hspice electrical

simulator. More details about this procedure can be

found in [20]. Inputs are driven by inverters com-

posed of an NFinFET with two fins and a P-FinFETs

with four fins.

Leakage current components in a gate
with an SOF

Complementary static gates having an SOF in

FinFET technologies were investigated. Typical geo-

metries were considered for the FinFETs (Figure 2):

Tsi ¼ 5 nm, Lg ¼ 30 nm, Leff ¼ 18 nm, Hfin ¼ 50 nm,

tox ¼ 1:75 nm, Tmask ¼ 50 nm, Ld ¼ 6 nm, Tpoly ¼
100 nm, Sfin ¼ 50 nm, Lext ¼ 14 nm. The work-

function for the N� FinFET is 4.4 eV and 4.8 eV for

the P� FinFET. The doping levels Na and Nd in the

fins for the N� FinFET and P� FinFET are the same:

1015 cm�3. The doping level for the drain and

source regions is 1019 cm�3. The threshold voltages

for the N and P FinFETs gives VTHN ¼ 0:3 V and

VTHP ¼ �0:3 V, respectively. The N-FinFETs have two

fins and the P-FinFETs have four fins.

A 2NOR gate with an open in the source of

transistor FNB driving one inverter was analyzed

(Figure 3a). A 2-vector test pattern was applied, T1:

AB ¼ 00, T2: AB ¼ 01. The current leakage com-

ponents for the activating vector are shown in

Figure 3a. IsubNN is the subthreshold current of

transistor N, IgcN is the gate-to channel leakage of

transistor N, and IgsN ðIgdN Þ is the gate-source

(gate-drain) edge direct tunneling of transistor N.

When the activating vector is applied, a gate with an

SOF has three current leakage components as

follows.

1) Charging component: It is the leakage currents

entering the high impedance node [e.g., node-

VX in Figure 3a]. These current leakages raise

the voltage at the high impedance node mak-

ing the detection of an SOF located in the

nMOS network more robust. For the 2NOR gate

with an open in the source of transistor FNB

(Figure 3a), the currents involved in this leak-

age component are indicated by arrows enter-

ing to the high impedance node.

Figure 3. 2NOR gate and its electrical response under
an SOF defect. (a) 2NOR gate having an SOF at transistor
FNB with the leakage components for the activating
vector. (b) Response of node-VX of the 2NORwith an SOF
in transistor FNB. AB ¼ 00, ðt G 200 nsÞ, AB ¼ 01,
ðt > 200 nsÞ.
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2) Discharging component: It is the leakage cur-

rents exiting the high impedance node. These

current leakages decrease the voltage at the

high impedance node. This makes the detection

of the SOF located in the nMOS network more

difficult. The currents are indicated by arrows

exiting the high impedance node (Figure 3a).

3) Charging/discharging component: These leak-

age currents may change their direction de-

pending on the change in voltage at high

impedance node. They are indicated by a line

with arrows at both ends (Figure 3a). Their

presence makes it more difficult for SOF detec-

tion because they initially exit the high imped-

ance node. They reverse their current when the

voltage at the high impedance node drops to the

threshold voltage of the driven inverter.

Behavior of a gate with a SOF
The effects of leakage currents on node-VX of the

2NOR gate for the activating vector are shown in

Figure 3b. The drive ON current of the designed

transistors is strong enough that proper logic and

timing behavior exist in normal operating mode.

For the nMOS devices, the drain saturation current

is 3.061 mA at VGS ¼ VDS ¼ 1 V, and the subthresh-

old current current is 1.75 nA at VGS ¼ 0 V, VDS ¼
1 V. Node-VX (Figure 3a) was partially discharged in

a relatively short time (Figure 3b). The time constant

was about 100 ns compared to several seconds in

older technologies. This lowered voltage may be

interpreted as a logic low state by the next stages.

Notice that node-VX is discharged to a steady state

voltage around VDD=2. Other steady values may

appear depending on the technology, topology of

the affected gate, loading gate(s) and interconnect

capacitance. Waveforms in real ICs are quite noisy,

and not smooth as is the simulation of Figure 3b.

This means that the output nodes are subject to

noise during most of the discharge time.

The dependence of the quiescent behavior of

the defective NOR gate on its fan-in and fan-out is

shown in Figure 4. The quiescent voltage ðVX Þ
decreases for higher fan-in. Intermediate voltages

may be non-correctly interpreted and are subject to

noise.

Holding time behavior
Holding time is the time for Node-VX to discharge

from VDD to VDD � jVTP j. It is a measure related to the

delay induced by the SOF defect. Beyond this volt-

age both inverter transistors turn-on and enter the

high gain transition region causing a rapid response.

The holding time was simulated for the NOR gate

with different fan-in and fan-out (see Figure 5).

Holding time has a strong dependence on the

number of leakage paths from the output node to

GND. The number of subthreshold leakage paths

from the output node to ground increases as the

Figure 4. Quiescent behavior of node VX of the NOR gate
having an SOF at transistor FNB for different fan-in
and fan-out.

Figure 5. Holding time dependence on the fan-in
and fan-out for the NOR gate having an SOF at
transistor FNB.

IEEE Design & Test of Computers84

Testing of Stuck-Open Faults



number of inputs of the NOR

gate increases leading to smal-

ler values of the hold time. The

holding time increases as the

number of inverters connected

to Node-VX increases. These

results suggests that slower

clock periods increase the

chances of error detection.

Hence, a strict SOF model

assumption no longer applies

for semiconductor technolo-

gies having significant leakage.

Improving robustness of
SOF detection

Controlling gate leakage at
the driven gates

Proposed test exciting con-
ditions. We can increase the

robustness of SOF detection by

controlling the gate leakage at

the driven gates. Gate-to-channel

and EDT leakage currents may

be present for a turned-on tran-

sistor. The four possible states of a

turned-on nMOS transistor are

shown in Figure 6a. The current

directions are as indicated.

Figure 6b plots the gate

leakage currents of a turned-on transistor as a

function of its drain/source voltages. The gate

leakage reduces as the voltages at the drain/source

terminals increases. The gate leakage current max-

imizes at the state S0 ðVS ¼ 0 V VD ¼ 0 VÞ, reduces
at the states S1 and S2 (VS ¼ 0 V VD ¼ 1 V and

VS ¼ 1 V VD ¼ 0 V), and minimizes at the state S3

ðVS ¼ 1 V VD ¼ 1 VÞ. A small gate leakage current

remains at this state. Actually, the voltages at the

drain/source terminals of some serial transistors

may only reach VDD � VTN .

Similarly, four possible states appear for a

turned-off nMOs transistor. In this case, there is no

gate-to-channel leakage current, and the direction

of the EDT leakage currents reverses. The four

possible states of a pMOS transistor can be

analyzed in a similar way. Table 1 summarizes the

drain and source voltage conditions to minimize/

maximize the leakage current for the nMOS and

pMOS transistors. Because of this, proper logic

conditions at the drain/source terminals can be

applied to improve robustness of SOF detection.

Robust conditions to test for SOFs in the pMOS

network can be stated similarly.

A 2NAND gate with an open in the drain of

transistor FNB is considered (Figure 7). After

Figure 6. Possible gate leakage states of an nMOS FinFET transistor and
its gate leakage current for ON condition. (a) States for an ON nMOS
transistor and (b) gate leakage current for an ON nMOS transistor.

Table 1 Conditions to minimize/maximize gate

leakage.
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application of a two-vector test pattern, the output

of the defective 2NAND gate is initialized to a high

logic to test an SOF in the nMOS network, and is

in a high impedance state due to the presence of

the open. As a consequence, the gate leakage of the

driven gates exits the high impedance node. The

gate leakage lowers the voltage at the high imped-

ance node jeopardizing the SOF detection. Taking

into account our previous gate current leakage

analysis, the following conditions are stated for

improving the detection of an SOF in the 2NAND

nMOS network.

h Condition I: Minimize the gate leakage current

of the turned-on nMOS transistor(s) of the driven

gate(s) connected to the high impedance node.

This condition is achieved when the drain/source

voltages of the turned-on transistor(s) are biased

at state S3 (see Figure 6b and Table 1).

h Condition II: Minimize the gate leakage current of

the turned-off pMOS transistor(s) of the driven

gate(s) connected to the high impedance node.

This condition is achieved when the drain/source

voltages of the turned-off pMOS transistors are

biased at state S3 (Table 1).

The output of the defective NAND gate is pro-

pagated properly through the GateX (Figure 7). Fan-

out refers to the number of loading gates with a

controlling input ‘‘C’’. For the driven NAND gate(s) in

Figure 7, condition I is achieved for input-C set to

logic-0. Condition II is also achieved for input-C set

to logic-0. Under this input, the drain voltages of

transistors FND and FPD go to logic-1. Hence, the

leakage current exiting the high impedance node

decreases. The holding time behavior of a defective

NAND gate for the two possible exciting conditions

of input-C is shown in Figure 8. The holding time

values for input-C set to logic-0 are larger than for

input-C set to logic-1. Hence, setting input-C to

logic-0 gives a more robust condition to test for an

SOF due to an open in the drain of transistor FNB

(Figure 7).

Tables 2 and 3 show the results for two possible

gate topology configurations. Different open loca-

tions have been considered. Table 2 (Table 3) shows

the results for a defective 2NAND (2NOR) gate

having a 2NOR (2NAND) as load. Op1 is the open

located at the drain of the upper (lower) nMOS

(pMOS) transistor of the defective NAND (NOR)

gate, Op2 is the open located at the source of the

lower (upper) nMOS (pMOS) transistor, Op3 is the

open located at the drain of a parallel pMOS

Figure 7. 2NAND gate with an SOF in the nMOS network.

Figure 8. Holding time behavior of the NAND gate
with and SOF in the nMOS network for two exciting
test conditions.

Table 2 Benefits reached with our test exciting

strategy for a 2NAND-NOR gate configuration.
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(nMOS) transistor, and Op4 is the open located at

the source of a pMOS (nMOS) transistor. ‘‘Worst

case’’ in Tables 2 and 3 stands for the worst test

vector condition at the inputs of the load gate, and

‘‘best case’’ states for the best test vector condition

(our proposal).

For the 2NAND-NOR configuration, an increment

in the holding time (HT) is observed for the

considered open locations. This makes more robust

SOF detection. More increment in holding time

ð�HTÞ is observed for open locations located in the

pMOS network. For these opens, the gate leakage

current, which is under control by the exciting

vector, is due to nMOS transistors that have higher

leakage values than the pMOS transistors. For the

2NOR-NAND configuration, opens located in the

pMOS network (Op1 and Op2) also present better

test improvements than opens located in the nMOS

network (Table 3). In these cases, the value at the

output node of the defective gate never reaches VTN

(marked with - at Tables 2 and 3). However, from

quiescent analysis, it is observed that the values at

the output of the defective gate are much closer to

0 V when the best exciting conditions are applied.

Test pattern generation vectors with improved
test conditions. The previous test exciting condi-

tions were implemented using a modification of a

reported test pattern generation tool [24]. Then, test

vectors were generated for various ISCAS bench-

mark circuits synthesized using inverters, NAND and

NOR gates. The following actions (Table 4) take

place for each gate of a circuit (an SOF in the pMOS

network is assumed).

h Force a ‘‘0’’ logic value at the output of the gate

under analysis and justify this value at the

primary inputs. The percentage of gates satisfy-

ing this condition is shown in column Pre 0

(Table 4).

h Force a ‘‘1’’ logic value at the output of the gate

under analysis. For the case of parallel tran-

sistors this is made for each branch. One of the

fan-out gates is selected to propagate the

information of the gate under analysis, and

the improved test exciting conditions are applied

to the rest of the load gates. The values are

justified at the primary inputs. If this is not

possible, a new attempt is made through another

load gate until covering all the options. Finally,

the information of the defective gate is propagat-

ed through the selected gate to a primary output.

The percentage of cases (including parallel

transistors) satisfying this procedure is shown in

column Post 1 (Table 4).

A similar procedure also has been implemented

for SOFs in the nMOS network. The test exciting

conditions are implemented according to the type of

gate. Let us consider an input i in a NAND gate,

Condition I is accomplished by placing a logic 1 (0)

for all the transistors above (below) the one under

analysis. A similar process has been used for the

other test conditions for the different gates. Table 4

shows that the defective gate can be properly ini-

tialized for most cases. This is given by Pre 0 (Pre 1)

for SOFs in the pMOS (nMOS) network. The sensi-

tization vectors with improved test conditions can

also be generated for most cases. This is given by

Post 1 (Post 0) for SOFs in the pMOS (nMOS) network.

Controlling subthreshold leakage of a transistor
stack at the defective gate

The output of the defective gate is determined by

the cross point of the leakage components entering

Table 4 Percentage of successful test pattern

generation cases with improved test conditions

for SOFs.

Table 3 Benefits reached with our test exciting

strategy for a 2NOR-NAND gate configuration.
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and exiting the high impedance node [20]. The

steady-state voltage at the high impedance node

increases (decreases) as the leakage that enters

(exits) the high impedance node increases. There-

fore, a proper input pattern can be chosen to control

the subthreshold leakage due to the stacking tran-

sistor in the defective gate in order to improve the

detectability of SOFs.

Figure 9a shows a possible nMOS network to-

pology with an SOF in one branch having another

parallel branch formed with two stacked nMOS

transistors. For the stacked transistors, there are

three possible activation conditions (Figure 9b).

The activation vectors AB ¼ 01 and AB ¼ 10 put

VDS ¼ VDD and VDS ¼ VDD � VT at the turned-off

nMOS transistors, respectively. As a consequence,

the subthreshold current through the nMOS net-

work for AB ¼ 01 is higher than for AB ¼ 10

(Figure 9c).

The subthreshold leakage current is minimized

for the vector AB ¼ 00. This is because two stacked

nMOS transistors significantly reduce the sub-

threshold leakage current compared to a single

turned-off transistor. For the two stacked transistors

the intermediate voltage ðVintÞ raises above 0 V

[13]. As a consequence, the top nMOS transistor

(Figure 9a) suffers: a) a negative VGS, and b) a VDS

reduction. The subthreshold leakage current

through the stack decreases with the number of

turned-off transistors in the stack.

From our previous analysis, the following condi-

tion is stated for improving the detection of an SOF

in the nMOS network:

h Condition III: Minimize (or maximize) the sub-

threshold leakage current in the nMOS (pMOS)

network. This condition is achieved by turning-off

the nMOS transistors in the stack.

A simple AOI gate having an inverter as load

(Figure 10) has been analyzed. Different open lo-

cations were considered. It is assumed that the

defect lets one branch open while the other branch

remains connected to the output. This situation

may appear in a complex gate depending on the

complexity of its boolean function and layout.

Table 5 shows the results and also the applied

sensitization vectors (ABCD). Significant increment

in the Holding Time ð�HT Þ is obtained for opens

Op1 and Op2 (Table 5) making more robust their

defect detection. Lower benefits are found for opens

Op3 and Op4. The quiescent voltage in node-VX for

open Op4 does not arrive to the voltage value de-

fining the Holding Time for the best case. For opens

located in the nMOS (pMOS) network the output of

the defective gate is initialized at a high- (low-) logic

Figure 9. Subthreshold leakage behavior of a two stack
transistors. (a) Defective gate; (b) possible activation
vectors; (c) subthreshold leakage.
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level. Because of a higher drain voltage at the drain

of the upper nMOS transistor at the moment of the

sensitization vector, the leakage current has a higher

impact on the increment of the holding time for

opens located in the nMOS network with respect to

opens located in the pMOS network.

Influence of temperature, process
variations and high-K dielectric
on SOF behavior

Effect of temperature and process variations
The temperature has a strong influence on the

threshold voltage [2] which significantly impacts the

subthreshold leakage current. However, gate tun-

neling current is almost insensitive to temperature

variation [25]. The dependence of the quiescent

behavior ðVX Þ of a defective NOR gate (Figure 3a) on

the temperature is shown in Figure 11a. A NOR gate

with fan-out of 1 and different fan-in was considered.

For a given fan-in, the quiescent voltage decreases as

the temperature increases. The subthreshold current

of the NOR nMOS network rises at a higher rate than

the subthreshold current of the pMOS network as the

temperature increases. The temperature impact is

more acute for larger fan-in because more leaking

branches are added. The holding time dependence

on temperature is plotted in Figure 11b. The holding

time also decreases as the temperature increases.

Depending on the particular topology and sizing of

the gate(s) the temperature adds fluctuations on the

leakage current levels.

The behavior of SOFs under process parameter

variations was analyzed [13], [26]. Variations in

channel length ðLchÞ, fin width ðTsiÞ and gate oxide

thickness ðtoxÞ were considered [13]. The subthresh-

old current is influenced by all the considered

parameters while the gate leakage is mainly influ-

enced by the gate oxide thickness. Random dopant

fluctuations has not a strong impact in the electrical

parameter in these devices [26]. In a Monte Carlo

simulation, Gaussian distributions with 3� ¼ 15%

variation was considered for the three considered

parameters ðLch; Tsi ; toxÞ. For the defective 2NOR gate

shown in Figure 3a, the mean value of the holding

time is 82 ns with 3� of 49.43 ns. These results indi-

cate that due to process variations the holding time

may significantly reduce for a significant number of

fabricated gates. Hence, the SOF detection may be

invalidated for these gates. The results may be in-

fluenced by the impact of correlated parameter va-

riations. However, the illustrated impact of random

process variations on SOF behavior remains.

Influence of using a high-k as dielectric
The test implications of SOFs for technologies

using a high-k gate dielectric ðSi3N4Þ were

investigated. When Si3N4 is used as a gate dielectric

in the NOR gate shown in Figure 3a ðfan� out ¼ 5Þ,
the holding time is 460 ns for fan� in ¼ 2 and 140 ns

for fan� in ¼ 4. Although the subthreshold leakage

decreases due to the high-k gate dielectric it

continues to impact the behavior of the SOF. The

quiescent voltage at node-VX and the holding time

exhibits dependence with the fan-in of the defective

gate. The gate leakage significantly reduces due to

Figure 10. AOI gate with some possible open
drain locations.

Table 5 Summary of the benefits reached with our proposal

testing methodology
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the higher thickness of the high-k dielectric [13].

Hence, the gate leakage influence on SOF behavior

is less significant. However, this dielectric thickness

will also scale downward over time and ultimately

face the same gate leakage problem.

TEST ENGINEERS MUST understand the reality and

complexity of the SOF in modern ICs. The data here

indicate that the classical SOF behavior is modified

by the increased transistor off-state leakage current

and smaller node capacitances in nanometer

technologies.

The modern IC SOF response is a mix of classical

and nonclassical responses that are functions of fan-

out, fan-in, clock period, local leakage environment,

noise, VDD and temperature. Two vector strategies

were proposed to improve the robustness of SOF

detection in the presence of leakage currents. The

first is based on controlling the gate leakage current

at the fan-out gates, and the second is based on

controlling the subthreshold leakage current at the

defective gate. SOF detection in technologies using

high-k dielectric is more robust due to the significant

reduction of the gate leakage current. However, gate

leakage ultimately will become again important as

the dielectric scale downward. The complex nature

of SOF is also strongly technology driven.
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